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Abstract of thesis presented to the Senate of Universiti Putra Malaysia in fulfilment 

of the requirement for the degree of Doctor of Philosophy  

CHANNEL CONGESTION CONTROL MECHANISMS FOR IEEE 

802.11P/1609.4 IN VEHICULAR AD-HOC NETWORKS 

By 

AKRAM ABDULLAH ALI AL-ZAGHIR 

July 2019 

Chairman :   Professor Nor Kamariah bt. Noordin, PhD 

Faculty :   Engineering 

Vehicular ad-hoc networks (VANETs) are a kind of wireless network which has been 

developed to provide safety-related and commercial service applications on the road. 

The IEEE 802.11p/1609.4 is a standard protocol designed to support multi-channel 

operation in VANETs in order to enable the transmission of safety and service 

applications in different channels. However, the existing analytical models for IEEE 

802.11p/1609.4 in VANETs assume that the wireless channel is error-free. Such 

assumption is inaccurate, especially when dealing with a decentralized wireless 

network as in VANETs. Moreover, due to the nature of contention-based channel 

access scheme and the transmission of multiple applications over the CCH sharing a 

common radio frequency, the safety applications performance is degraded during 

CCH congestion in high network density scenarios. Therefore, CCH congestion is the 

major issue encountered while providing Quality of Service (QoS) over VANETs. The 

first goal of this research is to design analytical models of IEEE 802.11p/1609.4 in 

VANETs for safety and service application based on Markov chain in the presence of 

the error-prone channels. The second goal is to develop efficient and reliable channel 

congestion control mechanisms for IEEE 802.11p/1609.4 in VANETs. To do so, this 

thesis proposes an Adaptive Multi-Channel Assignment and Coordination (AMAC) 

scheme for the IEEE 802.11p/1609.4 in VANETs. AMAC scheme initially calculates 

the Control Channel Busy Ratio (CCBR). Based on the CCBR value, the AMAC 

scheme performs three functions. First, AMAC scheme decides which channel access 

scheme should be used in every synchronization interval (SI). Second, AMAC scheme 

performs an adaptive Peer-to-Peer Negotiation Phase (PNP) mechanism between 

service providers and users for SCH resource reservations. Thus, the P2P mechanism 

will be executed either over CCH or SCHs according to the CCH conditions. Lastly, 

AMAC scheme estimates appropriate contention window sizes values to be used by 

the vehicles, this approach is called collision-aware packet transmission mechanism. 

Employing these mechanisms result in higher QoS for different traffic flows over 

VANETs. The proposed mechanisms are numerically analyzed and then simulated 
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using MATLAB and Network Simulator 2, respectively. For comparison purpose, two 

existing schemes are considered. One scheme, called Analytical Study of the IEEE 

1609.4 MAC in Vehicular Ad Hoc Networks (AS-MAC), is used to compare with the 

proposed analytical model. The second scheme, called Efficient and Reliable MAC 

protocol for VANETs (VER-MAC), is used to compare with the proposed AMAC 

scheme. The numerical and simulation results demonstrate that the proposed analytical 

model and AMAC scheme outperform the existing AS-MAC model and VER-MAC 

scheme in terms of five performance metrics studied. These metrics include collision 

probability, average delay, and packet delivery ratio of safety packets, as well as WSA 

packets drop probability and system throughput of service packets. For instance, under 

various vehicles numbers, the results of the proposed AMAC scheme show 

improvement by 97.90%, 40.79%, 15.27%, 94.23%, and 105.72% for the five-

performance metrics compared to the VER-MAC scheme, respectively. 
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Abstrak tesis yang dikemukakan kepada Senat Universiti Putra Malaysia sebagai 

memenuhi keperluan untuk ijazah Doktor Falsafah 

MEKANISMA KAWALAN KESESAKAN SALURAN UNTUK IEEE 

802.11P/1609.4 DALAM RANGKAIAN AD-HOV KENDERAAN 

AKRAM ABDULLAH ALI AL-ZAGHIR 

Oleh 

Julai 2019 

Pengerusi :   Profesor Nor Kamariah bt. Noordin, PhD 

Fakulti :   Kejuruteraan 

Rangkaian ad-hoc kenderaan (VANETs) adalah sejenis rangkaian tanpa wayar yang 

telah dibangunkan untuk menyediakan aplikasi perkhidmatan berkaitan keselamatan 

dan pengkomersialan di jalan raya. IEEE 802.11p / 1609.4 adalah protokol standard 

yang direka untuk menyokong operasi pelbagai saluran di VANET bagi membolehkan 

penghantaran aplikasi keselamatan dan perkhidmatan dalam saluran yang berbeza. 

Model analisis sedia ada IEEE 802.11p / 1609.4 dalam VANET mengandaikan 

bahawa saluran tanpa wayar bebas daripada ralat. Walau bagaimanapun, anggapan 

tersebut tidak tepat, terutamanya apabila menggunakan rangkaian berpusat  tanpa 

wayar seperti VANETs. Selain itu, skim capaian saluran berasaskan ketidaksepadanan 

dan penghantaran pelbagai aplikasi ke atas CCH berkongsi frekuensi radio yang sama, 

maka prestasi aplikasi keselamatan merosot ketika kesesakan CCH dalam senario 

kepadatan rangkaian yang tinggi. Oleh itu, kesesakan CCH adalah isu utama yang 

dihadapi semasa menyediakan Kualiti Perkhidmatan (QoS) ke atas VANETs. Tujuan 

kajian ini adalah untuk merekabentuk model analisis IEEE 802.11p / 1609.4 dalam 

VANETs untuk aplikasi keselamatan dan perkhidmatan berdasarkan rantaian Markov 

dengan kehadiran saluran rawan kesalahan serta membangunkan mekanisme kawalan 

kesesakan saluran yang cekap dan boleh dipercayai untuk IEEE 802.11p / 1609.4 

dalam VANETs. Oleh itu, kajian ini mencadangkan skim Penyeragaman dan 

Pelarasan Multi-Saluran Penyelarasan (AMAC) untuk IEEE 802.11p / 1609.4 dalam 

VANETs. Berdasarkan nilai CCBR, skim AMAC melaksanakan tiga fungsi. Pertama, 

skema AMAC menentukan saluran akses yang mana harus digunakan dalam setiap 

selang penyelarasan (SI). Kedua, skim AMAC melaksanakan mekanisme Tahap 

Perundingan Peer-to-Peer-Peer (PNP) adaptif antara penyedia perkhidmatan dan 

pengguna untuk reservasi sumber SCH.  Akhir sekali, skema AMAC menganggarkan 

nilai-nilai saiz tetingkap yang sesuai untuk digunakan oleh kenderaan, pendekatan ini 

dipanggil mekanisma transmisi paket pelanggaran. Mekanisme yang dicadangkan 

dianalisis secara numerik dan disimulasikan menggunakan MATLAB dan Network 

Simulator 2. Untuk tujuan perbandingan, dua skim sedia ada dipertimbangkan. Satu 
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skim adalah Kajian Analisis MAC IEEE 1609.4 dalam Rangkaian Ad Hoc Kenderaan  

dan skim kedua adalah protokol MAC untuk VANETs (VER-MAC). Keputusan yang 

diperoleh menunjukkan bahawa model analisis yang dicadangkan dan skema AMAC 

telah mengatasi model AS-MAC sedia ada dan skema VER-MAC dari lima aspek 

metrik prestasi yang dikaji iaitu kebarangkalian perlanggaran, kelewatan purata, 

nisbah penghantaran paket keselamatan, kebarangkalian kejatuhan paket WSA dan 

sistem penghantaran paket perkhidmatan. Keputusan skim AMAC yang dicadangkan 

menunjukkan peningkatan iaitu 97.90%, 40.79%, 15.27%, 94.23% dan 105.72% bagi  

lima metrik prestasi berbanding skim VER-MAC. 
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1 

CHAPTER 1 

1 INTRODUCTION 

The subject of Vehicular Ad hoc Networks (VANETs) has attracted tremendous 

interest among governmental sectors, industries, and academic institutions due to their 

significant applications in the sustainable safety environment. Although vehicular 

networks were initially developed to provide safety and traffic efficiency related 

applications, the role of infotainment and commercial services among vehicles has 

rapidly become critical where Internet access is required [1]. Thus, VANETs services 

have become more advanced to provide multiple applications, such as road safety, 

traffic efficiency, infotainment, and commercial service applications [2]. As a result, 

Quality of Service (QoS) provisioning is required in vehicular communications to 

ensure reliable and efficient dissemination of VANETs applications. This chapter first 

highlights the limitations and problems of the existing works in VANETs. The chapter 

then describes the main objectives of the thesis, followed by the scope and 

contributions of the research. Finally, this chapter outlines the thesis organization. 

1.1 Background and Motivation 

Recently, with increase in the population, the number of registered vehicles has 

dramatically increased over all the world, and this leads to a high rate of traffic 

accidents on the roads. In fact, traffic accidents are the ninth most common cause of 

death according to a report has been released by the World Health Organization 

(WHO) [3], [4]. In the United States, the average number of deaths owing to vehicle 

crashes was 36,000 annually from 1994 to 2012, according to the National Highway 

Traffic Safety Administration [5], [6]. Similarly, in Malaysia, an average of 

23,252,409 vehicles were registered from 2010 to 2015. This huge number of 

registered vehicles along with the limited capacity of roads and highways have caused 

461,481 road crashes, 6,826 road deaths, and 5,521 serious injuries annually from 

2010 to 2015 according to a report by the Malaysian Institute of Road Safety Research 

(MIROS) [7]. Therefore, in order to prevent such accidents, an Intelligent 

Transportation Systems (ITSs) is needed to be installed to notify the drivers 

immediately of the obstacles in front of them. Researchers have found that road 

accidents can be significantly reduced if drivers receive warning information about 

the traffic hazards 0.5 seconds in advance [8], [9].  

However, Vehicular Ad-hoc Networks (VANETs) are the key component of an ITS 

which integrates wireless networks into vehicles. VANETs are a sub-class of Mobile 

Ad-hoc Networks (MANETs) with several different characteristics that distinguish 

them from MANETs. VANETs differ in terms of large number of nodes, high 

mobility, rapid network topology change, no power constraints, and availability of 

Global Positioning System (GPS). A GPS system is used to collect information about 

vehicles, such as position, speed, and direction, etc. Thus, due to the unique features 

of VANETs, the medium access control (MAC) protocols designed for MANETs are 
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not applicable to VANETs technology [6]. VANETs exploit an On-board Unit (OBU) 

and Roadside Unit (RSU) to achieve Vehicle-to-Vehicle (V2V), Vehicle to 

Infrastructure (V2I), and Hybrid Vehicular (HV) communications as in Figure 1.1 [7]. 

The communication in VANETs is either direct if the vehicles are within the 

transmission range of each other, or they cooperate in a multi-hop fashion so as to 

send packets from source to destination.  

 

Figure 1.1 : VANETs system architecture, Vehicle-to-Vehicle, Vehicle-to-

Infrastructure and Hybrid Communications 

 

 

VANETs are promising in terms of reducing accident fatalities, improving road safety 

and traffic efficiency, and providing infotainment as well as commercial services 

among vehicles on the road. Thus, the applications of VANETs are divided based on 

prioritization into two categories, safety applications with higher priority and service 

applications with lower priority. The safety applications include; a) event-driven 

messages (emergency messages are usually related to safety of life such as electronic 

brake warning, post-crash notification and oncoming traffic warning); and b) periodic 

messages which give information on the current status of vehicles to control the traffic 

(position, speed, and direction, etc.). On the other hand, the service applications aim 

to improve driving comfort and the efficiency of transportation such as parking 

availability notification, parking payment, electronic toll collection, service 

announcements, digital maps, media downloading and internet services. Safety 
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applications are typically delay-sensitive, while service applications are throughput-

sensitive. Therefore, the safety applications require higher priority to ensure 

communication reliability and timely packet transmission.  

Dedicated Short-Range Communication (DSRC) and Wireless Access in Vehicular 

Environment (WAVE) are the main standard protocols designed for VANETs by the 

IEEE community. DSRC is the wireless technology developed based on Wi-Fi to be 

used in very high dynamic networks in order to provide reliable communication and 

minimum latency of transmitted packets. The WAVE stack has been developed based 

on the IEEE 802.11p and IEEE 1609.x standards to operate under the DSRC band. 

IEEE 1609.x family includes IEEE 1609.0, 1609.1, 1609.2, 1609.3, 1609.4 [11], 

1609.5, 1609.6, 1609.11, and 1609.12. This dissertation focuses on the IEEE 802.11p 

and IEEE 1609.4 standards. The Physical layer (PHY) of IEEE 802.11p was adopted 

from IEEE 802.11a PHY based on Orthogonal Frequency Division Multiplex 

(OFDM) technology with some minor changes to fit well with high-speed vehicular 

environment. The IEEE 1609.4 standard has been designed to support multi-channel 

operation in the DSRC band. Particularly, it enhances the structures of the IEEE 

802.11p MAC sub-layer and coordinates the multi-channel operations. The MAC sub-

layer of IEEE 802.11p uses Enhanced Distributed Channel Access (EDCA) which is 

derived from IEEE 802.11e to improve the Quality of Service (QoS) [12], [13]. EDCA 

is a contention-based MAC scheme as in IEEE 802.11 MAC relying on the Carrier 

Sense Multiple Access with Collision Avoidance (CSMA/CA) protocol to access the 

channel. The prioritized EDCA scheme is the core of the MAC layer. Thus, the 

prioritization of EDCA scheme is achieved by changing the Contention Windows 

(CWs) and the Arbitration Inter-Frame Spaces (AIFS) sizes, which increase the 

probability of successful medium access for real-time messages. Specifically, higher 

priority applications (safety applications) are given smaller value of CW size and 

shorter value of AIFSs to get a better chance of being transmitted than applications 

with a lower priority (service applications). 

Moreover, in order to provide different types of applications in different channels 

frequencies in VANETs, the Federal Communications Commission (FCC) has 

allocated a frequency band of 5.9 GHz in a total bandwidth of 75 MHz under the DSRC 

standard. This bandwidth supports seven channels, each of which is 10 MHz wide and 

the guard band is 5 MHz wide [13]. These channels are functionally divided into one 

control channel (CCH_178), and up to six are service channels (SCHs). The CCH is 

exclusively used to broadcast safety-critical applications and regular traffics, while the 

six other channels, SCHs, are dedicated to transfer service data applications. Regular 

traffic contains periodic short status heartbeat messages (beacons), and WAVE 

Service Announcements (WSAs). WSAs contain information related to the services 

offered on the SCH and the network parameters necessary to join the provider 

(provider Service ID, selected SCH, channel access parameters, etc.). The repeating 

synchronization intervals (SI) for the channels to transmit the packets are 100 ms, and 

each SI is divided into CCH Interval (CCHI) of 50 ms and SCH Interval (SCHI) of 50 

ms [11]. According to the standard IEEE 1609.4 specifications of multi-channels 

operation, during CCHI, the channel activity on all service channels is suspended and 

vice versa [14]. It is mandatory for all vehicles to stay on the CCH to monitor the 
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channel for safety and WSAs applications during the CCHI, while during SCHI, the 

vehicles can optionally switch to SCHs to transmit service data applications according 

to the coordination scheme rules. This method enables the transmission of safety and 

service applications in different channels, without missing significant safety 

applications on the CCH. Typically, packets collision may occur if more than one 

vehicle starts transmitting a packet simultaneously within the same time slot. 

Transmission error, on the other hand, may manifest due to the complex condition of 

a wireless channel in VANETs such as path loss, thermal noise, channel fading, or 

interference from other radio resources. Moreover, a congestion channel occurs when 

many vehicles compete to acquire the channel using the same radio frequency.  

However, in VANETs, CCH is dedicated to broadcast multiple types of applications 

sharing a common frequency. Hence, the channel congestion may occur during heavy 

traffic conditions leading to a deterioration in the performance of VANETs with high 

collisions rates and low packet delivery ratio (PDR) of transmitted packets. In order 

to improve the performance of VANETs with reducing collisions and increasing PDR 

of transmitted packets on CCH, QoS support is required. Indeed, the performance of 

VANETs and QoS are directly proportional, where high QoS results in high level of 

performance of VANETs. The QoS provisioning always guarantees reliable and 

efficient data dissemination in vehicular communications. One of the effective 

approaches to support the QoS in VANETs is the channel congestion control, which 

will be studied in this thesis. In fact, the channel congestion control has been 

extensively studied for cellular networks and MANETs. Due to the unique features of 

VANETs, the channel congestion control mechanisms proposed for MANETs are not 

direct solutions to channel congestion in VANETs. Thus, channel congestion control 

for IEEE 802.11p/1609.4 based MAC VANETs is still a relatively open research area. 

It can be performed by using one of the following approaches; controlling packet 

transmission rate, modifying CSMA/CA protocol, controlling transmission power, 

prioritizing and scheduling messages, and hybrid approach. The main idea of 

controlling packet transmission rate is to adjust the transmission rate or packet 

generation rate according to the channel condition on the network to address the 

channel congestion problem. In modifying CSMA/CA protocol, the channel 

congestion control can be achieved by modifying the CW size and AIFS values 

dynamically based on the channel conditions. In controlling transmission power, the 

transmission power or range is dynamically adjusted according to the condition of 

channel load to control the channel congestion problem. The prioritizing and 

scheduling messages approach determines a priority for each message and schedules 

them in control and service channels queues, such that the emergency and safety 

messages are given higher priorities while service messages are given lower priorities 

in accessing the channel. Finally, the hybrid approach is performed by combining all 

or some of the aforementioned four categories of channel congestion control 

approaches to address the channel congestion in VANETs, which will be studied in 

this thesis. 



© C
OPYRIG

HT U
PM

 

 

5 

1.2 Problem Statement 

Vehicular ad-hoc networks provide different types of applications to all classes of 

vehicles, either private or public transportation. Although vehicular networks were 

initially developed under ITS to improve road safety and traffic efficiency, the role of 

infotainment and commercial services among vehicles has rapidly become critical 

where Internet access is required [1]. Subsequently, the applications of VANETs are 

classified into safety, traffic efficiency, infotainment, and commercial service 

applications [2]. In 2006, the IEEE 1609.4 standard for WAVE has been designed to 

support multi-channel operations in VANETs in order to enable the transmission of 

safety and service applications in different channels [11]. These channels are 

functionally divided into one common control channel (CCH_178), and up to six 

service channels (SCHs). The CCH is exclusively used to broadcast safety-critical 

applications and regular traffic such as beacons and WAVE Service Announcements 

(WSAs), while the six other channels, SCHs, are dedicated to transfer service data 

applications. The repeating synchronization intervals (SI) for the channels to transmit 

the packets are 100 ms, and each SI is divided into CCH Interval (CCHI) of 50 ms and 

SCH Interval (SCHI) of 50 ms [11]. According to the standard IEEE 1609.4 

specifications of multi-channels operation, the channel activity on all SCHs is 

suspended during CCHI and vice versa [14]. It is mandatory for all vehicles to stay on 

the CCH to monitor the channel for safety, beacons, and WSA applications during the 

CCHI, while during SCHI the vehicles can optionally switch to SCHs to transmit 

service data applications.  

However, since the traffic and topology are unstable and frequently change in 

vehicular networks, the fixed division of SI between the CCH and SCHs does not fit 

with the real vehicular network environment [15]-[18]. This is because it cannot 

provide proper bandwidth to achieve time-bounded delay and high system throughput 

for both safety and service applications respectively. For instance, if the remaining 

time for the CCHI is shorter than the transmission time of a safety application, a 

vehicle will be unable to disseminate a safety application, which will be dropped when 

its lifetime has expired. On the other hand, if the traffic condition is light (sparse), the 

transmission of safety applications on the CCH will be occasional. Consequently, the 

CCH resources and interval will be wasted, whereas bulk service data cannot obtain 

enough time to be transmitted on SCHs during the SCHI. In addition, increasing CCHI 

will absolutely increase the transmission of safety and control applications, and 

decrease the time share of SCHs. For these reasons, several approaches have been 

proposed for resolving this issue. Some of these proposed solutions include variable 

CCHI multi-channel MAC scheme, where the length ratio between the CCH and SCHs 

was dynamically adjusted based on the traffic conditions [15]-[19]. Moreover, four 

modalities of channel access in case of a single-radio device have lately been 

recommended by the IEEE 1609.4 standard in 2010 and 2016 [20], which are 

continuous CCH access, alternating CCH and SCH access, immediate SCH access, 

and extended SCH access scheme. However, the criteria and procedures for selecting 

the channel access scheme type and measuring the level of congestion on the channel 

are not specified in the IEEE 1609.4 standard. The policy of selecting a SCH type and 
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setting up non-overlapping time intervals over the same SCH frequency by the 

providers are also not clearly defined in the IEEE 1609.4 standard.  

In summary, the following problems have been identified and will be addressed in the 

thesis: 

1. The existing analytical models of IEEE 802.11p/1609.4-based MAC in 

VANETs assume that the wireless channel is error-free (ideal) [22]-[24]. Such 

assumption is inaccurate, especially when dealing with a decentralized 

wireless network as in VANETs. They also consider the packet arrival rate 

while ignoring the presence of the buffer memory [21]. This results in a 

significant delay in packet transmission and underutilization of the channel.  

2. In VANETs, CCH is dedicated to broadcast multiple types of applications 

sharing a common frequency [25], [87]. According to the legacy approach and 

other existing works, the SCH communications resource reservation 

mechanism (peer-to-peer negotiation phase (PNP)) between service providers 

and users is implemented over the CCH during the fixed CCHI [25], [87]. 

Consequently, in heavy traffic, the CCH will be congested, and the safety 

packets may suffer from severe collisions with other control packets such as 

WSAs and Request For Service /Acknowledgement (RFS/ACK). This will 

lead to a deterioration in the performance of VANETs with higher rates of 

collisions and delay, as well as lower packet delivery ratio (PDR) of 

transmitted safety packets over CCH. 

3. If the traffic conditions are heavy, at the beginning of each CCHI, huge 

backlogged vehicles contend to transmit packets through common wireless 

channel using same radio frequency under default CWs sizes values [26]. 

Accordingly, the probability of packets collision and the average delay will 

increase with increasing the number of competing vehicles and the number of 

packets per vehicle. Also, the transmission of safety applications in VANETs 

follows broadcast mode in which the failed broadcast packet will never be 

detected due to the lack of acknowledgement exchange among vehicles [27]-

[29] and [87]. As a result, the CW size value for safety applications remains 

constant, and hence the collisions of safety packets are increased in heavy 

network conditions. Based on the foregoing, the QoS in VANETs technology 

is still low.  
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1.3 Aim and Objectives 

The main goal of this research work is to propose congestion control mechanisms for 

IEEE 802.11p/1609.4 in VANETs in order to guarantee high QoS in vehicular network 

environment. To accomplish this, the study aims to achieve the following specific 

objectives: 

1. To design analytical models of IEEE 802.11p/1609.4 scheme in VANETs for 

safety and service application based on Markov chain in the present of error-

prone channel. 

2. To develop an adaptive PNP execution mechanism between service providers 

and users for SCHs resource reservations. 

3. To propose a collision-aware packet transmission mechanism at the beginning 

of each CCHI in order to improve the time diversity among vehicles. 

 

 

1.4 Thesis Scope 

This research focuses on providing channel congestion control mechanisms for IEEE 

802.11p/1609.4 in VANETs. The proposed mechanisms support multi-channel 

operations (CCH and SCHs) in VANETs under DSRC band. However, this research 

considers both broadcast and unicast transmission schemes. The issues of packet 

arrival rate, buffered packet transmission rate, error-prone channels, multi-channel 

hidden terminal, and overlapping intervals over the same SCH radio frequency are 

studied in this work. Initially, the analytical models of IEEE 802.11p/1609.4 scheme 

in VANETs for safety and service application based on Markov chain are designed. 

These analytical models take into account the error-prone channels, and the packet 

arrival rate along with the first order buffer memory in order to guarantee an accurate 

system throughput and utilize the channel efficiently. Then the Control Channel Busy 

Ratio (CCBR) is calculated by RSU in this research. Based on the CCBR value, three 

mechanisms are executed in MAC layer. These mechanisms include channel access 

scheme type selection, adaptive PNP execution, and collision-aware packet 

transmission as shown in Figure 1.2. The PNP mechanism between service providers 

and users for SCHs resource reservations is adaptively executed either over CCH or 

SCHs according to the CCH conditions (CCBR value). The collision-aware packet 

transmission mechanism at the beginning of each CCHI can improve the time diversity 

among vehicles. Therefore, the probability of collision rate and delay of safety 

applications will be reduced. The impact of the vehicle speed and the multi-hop 

broadcast are not studied in this research. Furthermore, the developed mechanisms are 

modelled and validated using simulation by Network Simulator-2.34 (NS-2.34). The 

utilized radio communication technology is the IEEE 802.11p where its MAC sub-

layer characteristics are implemented. No testbed evaluations are conducted. 
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Figure 1.2 : Study module 

 

 

1.5 Thesis Contributions 

The key contributions of this research to the literature can be summarized as follows: 

A. Analytical formulation to predict the performance of IEEE 802.11p/1609.4 in 

VANETs. 

 

The analytical 1-D and 2-D Markov chain models represent the transmission 

probability for safety and service applications under non-saturated conditions, 

respectively. The proposed analytical models are an extension of the existing models 

presented in [24] to analyze the mathematical model of the back-off procedure for 

IEEE 802.11p/1609.4-based MAC layer. The proposed analytical models are more 

accurate compared to the existing ones [24] in terms of adopting many variables on 

models. The proposed analytical models adopt the error-prone channels to avoid 

overestimating system throughput. The back-off timer freezing, the packet arrival rate 

along with the first order buffer memory and the M/M/1 queue are also taken into 

consideration to provide an accurate estimation of the channel access, efficient 

utilization of the channel, and analysis of the time performance. Moreover, back-off 

stages along with short retry limit for service applications in the models are also taken 

into account to accommodate the IEEE 802.11p specifications and to guarantee that 

no packet is served indefinitely. Finally, the probabilities of successful transmission, 

transmission error, collisions, and WSA packets drop have been derived to compute 

PDR, and average delay of safety applications, as well as the system throughput of 

service applications. Analysis of these metrics is useful for assessing the performance 

of IEEE 802.11p/1609.4 in VANETs in the thesis.  
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B. A new congestion control mechanism that reduces the number of transmitted 

packets over CCH if the CCH is congested. 

 

This mechanism first proposes an Adaptive Multi-Channel Assignment and 

Coordination (AMAC) scheme for IEEE 802.11p/1609.4 in VANETs. In AMAC 

scheme, the RSU estimates the CCBR based on the number of received packets from 

vehicles located around its coverage range. Consequently, the PNP mechanism 

between service providers and users for SCHs resources reservations is adaptively 

executed according to the CCH conditions (CCBR value); (i) over the CCH if the 

traffic condition is light, which helps to exploit the CCH resources and interval 

efficiently; (ii) over the SCHs if the traffic condition is heavy in order not to adversely 

affect the delivery of safety applications over the CCH. As a result, employing this 

mechanism will preserve the transmission of safety applications over CCH from high 

collisions and delay, and thus the QoS will be improved in VANETs. In addition, the 

RFS/ACK handshaking (PNP) interaction between providers and users assists in 

addressing the multi-channel hidden terminal problem, ensuring different SCH 

selection, and reserving a non-overlapping time interval over the same SCH radio 

frequency.  

C. A new congestion control mechanism that improves the time diversity among 

vehicles within the CCH known as collision-aware packet transmission mechanism. 

 

The mechanism is based on the number of active vehicles located within the same 

transmission range. This mechanism is achieved by modifying CSMA/CA protocol. 

Specifically, the CWs size values for safety and service applications are dynamically 

adjusted based on the number of competing vehicles. The RSU first calculates the 

number of active vehicles within its radio coverage range. Accordingly, it broadcasts 

a special packet at the beginning of each CCHI that includes the best values of CW 

sizes to be adopted by the vehicles within its radio coverage area. As a result, the time 

diversity among vehicles will be improved, and thus, the probability of collision rate 

and delay of safety applications will be reduced. Finally, employing the collision-

aware packet transmission mechanism to the system will enhance the QoS in VANETs 

by increasing the PDR of transmitted packets. 

D. New NS2 modules implement the proposed congestion control mechanisms. 

 

The modules include modifications on the sources of C++ files of the MAC802.11.ext 

as well as in some of the OTCL files, such as the mobile_node and mobile_default 

files. The modules are implemented for simulating the functionalities of the proposed 

mechanisms, and thereby for investigating the performance of the proposed 

mechanisms through comparison with other mechanisms. In the simulation, Shah 

Alam highway is assumed to simulate the scenario. The map of Shah Alam highway 

was taken from OpenStreetMap (OSM) [30], and used by Simulation of Urban 

MObility (SUMO) [31] to generate vehicle movement.  
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1.6 Thesis Organization 

This thesis shows how to design and develop channel congestion control mechanisms 

for IEEE 802.11p/1609.4 in VANETs with consideration of error-prone channels. The 

organization of this thesis is as follows. Chapter 1 presents an introduction of 

VANETs, stating the research problem and then objectives, and finally the 

contributions introduced by the thesis are summarized.  

Chapter 2 first presents an overview of VANETs, architectures, communication 

patterns and applications. It then describes the functional entities and standardization 

in VANETs. Next, it provides a brief review of communications-based MAC 

protocols in VANETS including contention-based MAC protocol, contention-free 

MAC protocol, and Hybrid MAC protocol. Survey of previous analytical models for 

IEEE 802.11p/1609.4 scheme in VANETs communication is critically reviewed. The 

congestion control approaches in VANETs are also discussed, including proactive, 

reactive, and hybrid approaches as well as congestion detection methods. Finally, in 

this chapter, the previous approaches related to channel congestion control based on 

QoS parameters are comprehensively reviewed. These approaches are classified into 

five categories including transmission rate adaption-based approach, modifying 

CSMA/CA based approach, transmission power adaption-based approach, prioritizing 

and scheduling messages-based approach, and hybrid approach.  

Chapter 3 introduces the general methodology followed in this research. Next, the 

analytical model of IEEE 802.11p/1609.4-based MAC in the presence of error-prone 

channels under non-saturated conditions are well presented. In addition, the 

development of the congestion control channel mechanisms under AMAC scheme in 

VANETs are discussed. This chapter also introduces the simulation model and metrics 

for evaluating the performance of the proposed mechanisms. Finally, the simulation 

framework is also explained illustrating the simulation tools, simulation topologies 

and mobility scenario.  

Chapter 4 evaluates the performance of IEEE 802.11p/1609.4 scheme. The results of 

the analytical model of 802.11p/1609.4 scheme are benchmarked with existing model 

in [24]. The chapter also evaluates the performance of the proposed AMAC scheme. 

The results of the proposed AMAC scheme are benchmarked with VER-MAC scheme 

[87]. Finally, the chapter discusses the results and summarizes the finding. Chapter 5 

summarizes the conclusions drawn from the work presented in this research, and 

discusses directions for future work. 
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