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ABSTRACT 

Garbage-man-in-the-middle (type 1) attack is an attack exploit the polynomial structure of 

LUC-type cryptosystems and depends on the possibility to get the faulty plaintext in the bin 

of the receiver. This paper reports an investigation for LUC-type cryptosystems under 

garbage-man-in-the middle (type 1) attack. Among all LUC-type cryptosystems, LUC, 

LUC3, and LUC4, 6 are selected to analyze their security. Results show that the attack fully 

success into the selected LUC-type cryptosystems under certain conditions. 
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