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 The movement control order (MCO) has led to a surge in internet usage 

among children, becoming the new normal. Most countries heavily rely on 

online platforms for education, granting children more freedom to explore 

the internet using electronic devices. Yet, it is challenging for parents to 

monitor their online activities. Children may stumble upon unsuitable 

content such as pornography or get redirected to harmful websites through 

pop-up advertising. To address these concerns, this study proposes PiWall, a 

home traffic controller. PiWall aims to block undesirable websites and filter 

out advertisements to help parents manage their home network. Testing 

shows that PiWall significantly improves the internet browsing experience 

by reducing website loading times and network traffic, hence offering 

protection against inappropriate content and malicious attacks. Implementing 

PiWall as a home traffic controller is a viable alternative to traditional 

parental controls in creating a safer internet environment for children. 
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1. INTRODUCTION 

The concerns surrounding children’s excessive internet usage were already gaining traction before 

the onset of the COVID-19 outbreak in 2019. In today’s digital age, children are constantly exposed to online 

risks and potential harm. With the advent of the COVID-19 pandemic, many countries implemented 

movement control order (MCO) to curb the spread of the virus. Consequently, schools shifted to virtual 

learning, leading to a heavy reliance on electronic devices for internet access among students. Parents now 

find themselves grappling with the dilemma of allowing their children to use computers, smartphones, and 

tablets for educational purposes while navigating the potential negative impacts of internet overuse.  

Unsupervised internet access exposes children to inappropriate content and increases the risk of 

cyberbullying and victimization. Unfortunately, some parents struggle to monitor their children’s online 

activities, including internet surfing [1], [2]. For instance, in Saudi Arabia, over half of teenagers engage in 
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problematic internet use (PUI), surpassing the global average. This highlights the importance of active 

parental supervision [3]. The accessibility of inappropriate content, such as pornography, poses significant 

dangers to children and adolescents [4]. The Malaysia communications and multimedia commission 

(MCMC) has taken steps to address this issue by blocking 2921 pornographic websites since September 2018 

to safeguard local internet users [5].  

Encountering pornographic content can occur accidentally or intentionally, with adolescents often 

stumbling upon such material through mistyped website addresses, search engine results, or pop-up ads. The 

prevalence of this exposure varies across countries; for instance, around 84% of Australian adolescents aged 

16 to 17 have encountered pornographic websites [6]. Exposure to pornography on social media is 

particularly concerning for children and adolescents due to their psychological development and hormonal 

changes [7]. It can impact adolescent health [8], leading to addiction, hindering learning and character 

development [9], [10], and have detrimental effects on mental health and academic performance, as well as 

perpetuating violence against women [11], [12]. Therefore, it is essential to engage in open discussion with 

children and adolescents about the dangers of pornography [13]. Comprehensive programs should be 

developed to help adolescents navigate the internet safely and enhance their media literacy skills. Accidental 

exposure to inappropriate content can also occur through clicking on pop-up ads while browsing the internet, 

highlighting the importance of proactive measures to protect children online. Some pop-up ads are scams or 

fraudulent and are becoming more common [14], [15]. Clicking on these ads can redirect users to other pages 

that generate money for scammers [16] and disrupt online experiences. They also contribute to slower 

website loading times and decreased network traffic [17], [18]. 

Installing and utilizing a home traffic control system provides an effective means of restricting and 

blocking access to certain websites and applications. Integrating such a system with smart home technology 

enables automatic and secure management of vehicle entry, enhancing convenience and safety on the 

premises [19]. The controller of the smart home system can be operated via a web browser and can manage 

devices manually or automatically [20]. While past research has explored smart home control systems, such 

as fuzzy logic-based fire notifications in homes [21] and kitchen automation systems for improved 

convenience, efficiency, and sustainability in food preparation, storage, and consumption [22], involving 

teenage users specifically necessitates incorporating web applications. It is essential to strike a balance 

between monitoring and respecting privacy when involving teenagers in the use of smart home technology. 

Open communication about the reasons behind these controls and involving teenagers in setting boundaries 

can foster a cooperative and understanding environment. Smart home technology should prioritize enhancing 

safety and responsibility over strict surveillance. Such systems have shown significant reductions in the 

frequency of pornography access and substantial improvements in parental monitoring of online activities 

[23]. Filters can be implemented through various methods, including software on personal computers or 

network infrastructure such as proxy servers, domain name system (DNS) servers, or firewalls that allow 

internet access [24]. 

This study introduces PiWall, a home traffic controller designed to assist parents in supervising and 

monitoring website access. The study investigates the response time for implementing PiWall into an existing 

network and provides insights into its effectiveness. The paper is organized as follows: section 2 outlines the 

method, section 3 presents the findings and evaluations, section 4 provides a comprehensive discussion of the 

results, and section 5 concludes the study with definitive insights. 

 

 

2. METHOD 

2.1.  Hardware and software requirements 

The main requirement for PiWall installation is compatibility with the Ubuntu operating system to 

run the DNS server. Given the widespread use of Raspberry Pi in enhancing security and privacy within local 

area network (LAN) [25]-[28], this study opts for the Raspberry Pi 3 model B, recognized as the latest and 

most powerful iteration among Raspberry Pi models [28], [29]. In terms of processing hardware, the model 

features a quad-core 1.2 GHz Broadcom BCM2837 64-bit CPU and 1 GB of RAM, meeting the minimum 

specifications for running the server. The mainboard includes BCM43438 wireless LAN and onboard 

Ethernet, tailored for network connectivity. Additionally, it boasts a Micro SD port with a minimum of  

32 GB for loading the operating system and storing data. This system is built with the Raspbian operating 

system used for configuring, modifying, and testing commands for errors to ensure compliance with 

requirements before hardware installation. The Raspbian operating system is available for free download 

from Raspberry Pi’s official website. 

 

2.2.  System overview 

PiWall is a home traffic controller with a primary focus on enhancing user safety during internet 

browsing. This study specifically delves into its implementation within private networks, particularly home 
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networks. The objective is to facilitate parental control and monitoring of children’s internet activities, thus 

mitigating risks associated with inappropriate searches and content as well as harmful website redirection. 

Instead of requiring constant parental supervision, PiWall automates the process of blocking unauthorized 

websites and monitoring network traffic.  

Essentially, PiWall scrutinizes traffic based on IP addresses specified in the configuration file to 

ascertain network entry permissions. If an IP address is unauthorized, access is promptly denied. The 

implementation of PiWall follows a star topology, as depicted in Figure 1. This topology was chosen for its 

suitability in a home network LAN setup, where each node connects to a central connection point.  

 

 

 
 

Figure 1. The architecture of PiWall 
 

 

The PiWall process begins when a user connects to the network. Upon connection, the user’s query 

is directed to PiWall, for evaluation. If the query is not found on the blocklist, PiWall grants access to the 

server. The Raspberry Pi device is configured as a PiWall, and the server undergoes testing to ensure 

seamless connectivity and accessibility to prevent failures. Subsequently, PiWall is configured to filter out 

undesired website URLs and IP addresses according to user-defined criteria. 

 
2.3.  Implementation 

The implementation phase is a critical stage where PiWall is brought to life and deployed, requiring 

meticulous consideration of all technical details. The implementation follows the architecture outlined in 

Figure 1. PiWall involves setting up and configuring the Raspberry Pi model B board. The process involved 

in the implementation stage is detailed below. 

 

2.3.1. Configuration environment server in oracle virtualBox 

A virtual box is used to set up the servers. In this setup, the DNS acts as the internet’s phone book, 

translating domain names such as 'google.com' into corresponding IP addresses when users input them into 

web browsers. Browsers then use these addresses to communicate with origin servers to access website data 

[30]. This study employs dnsmasq, a free software that provides DNS caching, dynamic host configuration 

protocol (DHCP) server, router advertisement capabilities, and network boot capabilities for small-scale 

computer networks. Its small size and lightweight nature make it suitable for routers and firewalls with 

limited resources. 

 
2.3.2. List of blocked IP addresses 

Addresses containing suspicious and malicious websites and advertisements are listed in [31], [32]. 

These references are commonly used in ad-blocking applications. These lists are updated daily to ensure no 
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new addresses are overlooked. Daily updates are essential because publishers frequently create new addresses 

to promote their advertisements and increase the success of their attacks. This study requires dnsmasq query 

addresses, as it employs dnsmasq blocking [31]. The standard format for dnsmasq is also available in [32]. 

Subsequently, the addresses need to be modified to point to the address 0.0.0.0. In the dnsmasq format, 

hundreds of thousands of domain names need to be modified, a task facilitated using Microsoft Excel. 

 

2.3.3. Server configuration 

In this phase, dnsmasq is configured as a caching DNS server on RaspiOS (also known as 

Raspbian). Once the DNS server is installed, the configuration file must be edited to ensure it properly reads 

the listed addresses. Figure 2 illustrates an example of a DNS server configuration file, with the “conf-

file=/home/faiez/demo.txt” line indicating the location of the text file containing the listed addresses. 

 

 

 
 

Figure 2. Raspberry Pi 3 model B board 
 

 

The “no-dhcp-interface=eth0” line is used to turn off the DHCP server. Following this, the 

“ifconfig” or “ip addr” command is executed to verify that the ethernet adapter is named “eth0”. To reduce 

latency for subsequent lookups, the DNS server may cache requests, with the "cache-size=1000" setting 

limiting the cache to 1000 items. The “dns-forward-max=150” line restricts the number of simultaneous DNS 

requests a network can perform. Normally, RaspiOS looks up DNS entries from the “resolv” file at 

“/etc/resolv.conf” to instruct dnsmasq to use a separate file containing the “upstream” DNS servers, as 

indicated by the “resolv- file=/etc/resolv.dnsmasq” line. Enabling log queries is an optional setting. By using 

the command "DNS lookups," users can benefit from seeing the reply and query from their end. 

 

2.3.4. PiWall’s IP address 

The PiWall’s IP address can be easily determined using Fing, a mobile application developed for 

discovering devices connected to the same network. Fing provides a comprehensive list of all devices within 

the network, along with their corresponding IP addresses, facilitating seamless configuration and 

management of the PiWall. 

 

 

3. RESULTS AND DISCUSSION 

3.1.  Testing 

The PiWall underwent testing in two scenarios: on a personal computer and on a smartphone. The 

main objective was to assess PiWall's effectiveness in blocking pop-up advertisements on specific websites. 

Figures 3(a) and (b) display a website on a personal computer with and without PiWall, respectively.  

Figure 3(a) shows the original website with pop-up ads, while Figure 3(b) illustrates PiWall’s success in 

blocking these advertisements. Similarly, Figures 4(a) and (b) display the testing on a mobile phone.  

Figure 4(a) displays the original website, while Figure 4(b) demonstrates PiWall’s success in blocking these 

pop-up advertisements. Overall, these findings confirm the successful accomplishment of the study’s 

objective. 
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3.2.  Response time 

To test the response time of websites with and without PiWall, measurements were taken during two 

sessions: from 8:00 a.m. to 9:00 a.m. and from 8:00 p.m. to 9:00 p.m. These sessions were selected for their 

potential impact on PiWall's response due to varying user numbers. As internet speed increases, website 

loading becomes almost instantaneous due to the millisecond response time of the DNS server. PiWall’s 

response time to filtered websites has minimal impact on user loading time. The negligible difference in 

response time with and without PiWall is detailed in Table 1. It’s important to note that the speed of the 

internet connection mainly influences this factor. Therefore, implementing PiWall as a home traffic 

controller is able to speed up the response time. This indicates that the use of PiWall does not significantly 

affect user loading time.  

 

 

 
(a) 

 

 
(b) 

 

Figure 3. The testing of PiWall on the website display on; (a) a personal computer without PiWall and 

(b) a personal computer with PiWall 
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(a) (b) 

 

Figure 4. The testing of PiWall on the mobile phone interface website display on; (a) a mobile phone without 

PiWall and (b) a mobile phone with PiWall 

 

 

Table 1. Response time of PiWall filtered traffic 

Website 

Time/ms 

8.00–9.00 am 8.00–9.00 pm 

Without PiWall With PiWall Without PiWall With PiWall 

www.facebook.com 0.025 0.015 0.055 0.013 

www.youtube.com 0.022 0.014 0.041 0.016 

www.instagram.com 0.039 0.016 0.044 0.021 

twitter.com 0.030 0.016 0.079 0.012 
shoppee.com.my 0.018 0.013 0.057 0.017 

Average 0.0268 0.0148 0.0552 0.0158 

 

 

3.3.  Discussion 

The development of PiWall using Raspberry Pi has successfully achieved its main objective of 

providing a secure online environment, especially for children. Setting up PiWall involves manual 

configuration, including the installation of PuTTy for access. Notably, PiWall does not require complex 

infrastructure, making it suitable for home networks. With PiWall, traffic management on the home network 

becomes automated, provided it has access to the server’s IP address or URL and requires filtering for its 

information. Testing the response time with PiWall reveals a noticeable reduction in traffic delays when 

accessing websites, all without compromising data transfer speed or latency. 

One of PiWall’s notable advantages is its empowerment of users, especially parents, to take charge 

of their network by integrating it with their home router. This allows users to selectively block websites, 

without any limitations on the volume of filtered traffic. Therefore, parents can monitor their children’s 

online activities, ensuring they stay away from inappropriate content and browse safely without malware 

risks. However, PiWall's dependency on the home router may lead to failures if the network experiences 

issues. Additionally, certain websites, especially those relying heavily on ads, may cease to function as 

PiWall filters them out.  

PiWall shares similar objectives with existing parental control solutions such as Safe Eyes, 

KidsWatch, Net Nanny, and Kidsafe [31]. Safe Eyes includes time limits, tracks browsing history, and helps 

parents monitor online activities. KidsWatch tracks and blocks contents from the owner's computer and 

manages children's screen time. Net Nanny can dynamically filter and scan pages to determine suitability for 

children. Kidsafe enables parents to control website access. These tools are known as parental control apps 

and services. Meanwhile, PiWall operates differently by interfacing directly with the router. Therefore, the 

children are unaware that the website has already been filtered. Further investigation is needed to assess the 

PiWall’s effectiveness as a router management interface and its potential as an alternative method for 

creating a safer online environment for children.  
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4. CONCLUSION 

This study introduces PiWall as a practical solution for parents seeking to establish a safer online 

environment for their children. Built using a Raspberry Pi 3 model B, PiWall functions as a traffic controller 

within the home networks. Its setup involves manual configuration, including the installation of PuTTy for 

external access. PiWall effectively manages network traffic by filtering and blocking data based on user-

defined parameters, accessible via the server’s IP or URL. It offers user-friendly controls, granting users full 

authority over their home network traffic.  

Future research endeavors could focus on enhancing PiWall’s functionality by enabling direct URL 

restriction and safe-listing via a mobile platform. Such advancements would strengthen online safety 

measures for children and adolescents, enabling the restriction of access to inappropriate apps or online 

services, and fostering trust and communication between parents and children. Furthermore, PiWall is poised 

to complement existing smart home security systems, promising further enhancements in digital security and 

parental control capabilities. 

 

 

ACKNOWLEDGEMENTS  

This study was funded by the Faculty of Computer Science and Information Technology, Universiti 

Putra Malaysia (vot: 6236500). 

 

 

REFERENCES 
[1] T. Rosyati, M. R. Purwanto, G. Gumelar, R. T. Yulianti, and T. Mukharrom, "Effects of games and how parents overcome 

addiction to children," Journal of Critical Reviews, vol. 7, no. 1, pp. 65-67, 2020, doi: 10.22159/jcr.07.01.1. 

[2] A. Putri, Y. Setiawati, Y. T. Shieh, and S. H. Lin, "High-risk internet addiction in adolescents during pandemic COVID-19 and 
parent’s role," Jurnal Berkala Epidemiologi, vol. 10, no. 1, pp. 11-20, 2022, doi: 10.20473/jbe.v10i12022.11–20. 

[3] J. Saquib et al., "Individual-level correlates of problematic internet use among adolescents: A nationally representative study in 

Saudi Arabia," Psychiatry Research Communications, vol. 2, no. 4, 2022/12/01/ 2022, doi: 10.1016/j.psycom.2022.100078. 
[4] R. M. Alguliyev, F. J. Abdullayeva, and S. S. Ojagverdiyeva, "Image-based malicious Internet content filtering method for child 

protection," Journal of Information Security and Applications, vol. 65, p. 103123, 2022, doi: 10.1016/j.jisa.2022.103123. 

[5] M. A. Malik. "MCMC: Almost 3,000 Pornographic sites blocked since Sept 2018." New Straits Times, Jan. 25, 2021. [Online]. 
Available: https://www.nst.com.my/news/crime-courts/2021/01/660369/mcmc-almost-3000-pornographic-sites-blocked-sept-

201899. (Accessed January 25, 2021). 

[6] C. G. Svedin, M. Donevan, M. Bladh, G. Priebe, C. Fredlund, and L. S. Jonsson, "Associations between adolescents watching 
pornography and poor mental health in three Swedish surveys," European Child & Adolescent Psychiatry, pp. 1-16, 2022, doi: 

10.1007/s00787-022-01992-x. 

[7] M. A. Ashraaf and N. Othman, "Factors for pornography addiction and its implication on teenager personality," International 
Journal of Academic Research in Business and Social Sciences, vol. 9, no. 11, pp. 1148–1160, 2019, doi: 10.6007/IJARBSS/v9-

i11/6643. 

[8] H. Adarsh and S. Sahoo, "Pornography and its impact on adolescent/teenage sexuality," Journal of Psychosexual Health, vol. 5, 
no. 1, pp. 35-39, 2023, doi: 10.1177/26318318231153984. 

[9] F. Fibrila, M. Fairus, and H. Raifah, "Exposure to pornography through social media on sexual behavior of high school teenagers 

in metro city," IOSR Journal of Nursing and Health Science (IOSR-JNHS), vol. 9, 6, pp. 01-08, 2020, doi: 10.9790/1959-
0906040108. 

[10] S. Blais-Lecours, M. P. Vaillancourt-Morel, S. Sabourin, and N. Godbout, " Cyberpornography: Time use, perceived addiction, 
sexual functioning, and sexual satisfaction," Cyberpsychology, Behavior, and Social Networking, vol. 19, no. 11, pp. 649-655, 

2016, doi: 10.1089/cyber.2016.0296. 

[11] L. Tarzia and M. Tyler, "Recognizing connections between intimate partner sexual violence and pornography," Violence Against 
Women, vol. 27, no. 14, pp. 2687-2708, 2021, doi: 10.1177/1077801220971. 

[12] E. R. Carrotte, A. C. Davis, and M. S. Lim, "Sexual behaviors and violence in pornography: systematic review and narrative 

synthesis of video content analyses," Journal of Medical Internet Research, vol. 22, no. 5, p. e16702, 2020, doi: 10.2196/16702. 
[13] G. B. Jhe, J. Addison, J. Lin, and E. Pluhar, "Pornography use among adolescents and the role of primary care," Family Medicine 

and Community Health, vol. 11, no. 1, p. e001776, 2023, doi: 10.1136/fmch-2022-001776. 

[14] M. D. Davranova, "Internet advertising: perceptions of the users," International Journal of Marketing and Business 
Communication, vol. 8, no. 2019, pp. 25-36, 2019. 

[15] M. Y.-K. Chua, G. O. Yee, Y. X. Gu, and C.-H. Lung, "Threats to online advertising and countermeasures: a technical survey," 

Digital Threats: Research and Practice, vol. 1, no. 2, pp. 1-27, 2020. 
[16] L. U. Memon, N. Z. Bawany, and J. A. Shamsi, "A comparison of machine learning techniques for android malware detection 

using Apache spark," Journal of Engineering Science and Technology, vol. 14, no. 3, pp. 1572-1586, 2019. 

[17] Intelligence Insider, " Ad blocking: What it is and why it matters to marketers and advertisers," [Online]. Available: 
https://www.insiderintelligence.com/insights/ad-blocking/#:~:text=Why%20do%20internet%20users%20block. (Accessed June 

23, 2022). 

[18] A. A. Tudoran, "Why do internet consumers block ads? New evidence from consumer opinion mining and sentiment analysis," 
Internet Research, vol. 29, no. 1, pp. 144-166, 2019, doi: 10.1108/IntR-06-2017-0221. 

[19] B. N. Lakshmi, N. Ashwini, and S. K. Reddy, "Smart home automation using IoT," Journal of Scholastic Engineering Science 

and Management, vol. 2, no. 3, pp. 78-87, 2023, doi: 10.5281/zenodo.7733973. 
[20] P. Siswipraptini, N. Aziza, I. Sangadji, and I. Indrianto, "The design of a smart home controller based on ADALINE," 

TELKOMNIKA Telecommunication Computing Electronics and Control, vol. 18, no. 4, pp. 2177-2185, 2020, doi: 

10.12928/telkomnika.v18i4.14893. 



Bulletin of Electr Eng & Inf  ISSN: 2302-9285  

 

PiWall as a home traffic controller: enabling parental control and monitoring (Nurul Imanina Abd Razak) 

4353 

[21] J. Huaman-Castañeda, P. Tamara-Perez, E. Paiva-Peredo, G. Zarate-Segura, and S. Kiji, "Design of a prototype for sending fire 
notifications in homes using fuzzy logic and internet of things," International Journal of Electrical and Computer Engineering 

(IJECE), vol. 14, no. 1, pp. 248-257, 2023, doi: 10.11591/ijece.v14i1.pp248-257. 

[22] D. Bhattacharya et al., "Role of IoT based kitchen automation system in real world," International Journal of Intelligent Systems 
and Applications in Engineering, vol. 12, no. 10, pp. 217–225, 2024. 

[23] D. McKay and C. Miller, "Standing in the way of control: A call to action to prevent abuse through better design of smart 

technologies," Proceedings of the 2021 CHI Conference on Human Factors in Computing Systems, Yokohama, Japan, 2021, doi: 
10.1145/3411764.3445114. 

[24] W. H. W. Ismail, A. S. Mamat, H. R. M. Husny, and N. Y. Abdullah, "Parental control system for children on wireless network," 

Journal of Computing Technologies and Creative Content (JTec), vol. 5, no. 1, pp. 14-20, 2020. 
[25] M. N. Osman, K. A. Sedek, N. A. Othman, M. A. Rosli, and M. Maghribi, "Enhancing security and privacy in local area network 

(LAN) with TORVPN using Raspberry Pi as access point: a design and implementation," Journal of Computing Research and 

Innovation, vol. 6, no. 2, 2021, doi: 0.24191/jcrinn.v6i2.190. 
[26] M. F. M. Fuzi, M. R. M. Alias, N. Kaur, and I. H. A. Halim, "SafeSearch: obfuscated VPN server using raspberry Pi for secure 

network," Journal of Computing Research and Innovation, vol. 6, no. 4, pp. 90-101, 2021, doi: 10.24191/jcrinn.v6i4.230. 

[27] L. Ngah and A. S. A. Sanusi, "Development of Rasberry Pi 3 content filtering and ads blocker," International Journal of Synergy 
in Engineering and Technology, vol. 2, no. 1, pp. 82–91, 2021. 

[28] A. M. Taib, M. F. H. Ishak, N. K. Kamarudin, M. Y. Darus, and N. A. M. Radzi, "Securing network using raspberry Pi by 

implementing VPN, Pi-hole, and IPS (VPiSec)," International Journal of Advanced Trends in Computer Science and 
Engineering, vol. 9, no. 1.3, 2020, doi: 10.30534/ijatcse/2020/7291.3202. 

[29] M. Khari, M. Kumar, and Vaishali, "Secure data transference architecture for cloud computing using cryptography algorithms," in 

2016 3rd International Conference on Computing for Sustainable Global Development (INDIACom), 16-18 March 2016 2016, 
pp. 2141-2146.  

[30] D. H. Ahmed, M. Hussin, A. Abdullah, and A. Mahmood, "Distributed defense scheme for managing DNS reflection attack in 

network communication systems," Journal of Telecommunication, Electronic and Computer Engineering, vol. 8, no. 6, pp. 71-75, 
2022. 

[31] S. v. Ruth. "oisd." [Online]. Available: https://oisd.nl/ (Accessed June 23, 2022). 

[32] C. M. Barrett. "FilterLists." [Online]. Available: https://filterlists.com/ (Accessed June 23, 2022). 

 

 

BIOGRAPHIES OF AUTHORS  

 

 

Nurul Imanina Abd Razak     received a Diploma in Networking System at 

Polytechnic Sultan Idris Shah in 2018. She then received her Bachelor in Computer Science in 

Networking from Universiti Putra Malaysia in 2022. Currently, she is working as an Associate 

Technical Engineer at CTC Global Sdn. Bhd. She provides her clients with IT support and 

network administration. Her research interest is more in network security. She can be 

contacted at email: imaninarazak@gmail.com. 

  

 

Shafinah Kamarudin     is a Senior Lecturer at the Faculty of Computer Science 

and Information Technology, Universiti Putra Malaysia, Malaysia, where she has been a 

faculty member since 2020. She graduated with a Diploma in Computer Science (2000), a 

Bachelor of Computer Science (2003), and a Master of Science (2009) from Universiti Putra 

Malaysia. She then received her Ph.D. in 2016 from Universiti Kebangsaan Malaysia. Her 

research interests are computer networks, management information systems, and 

multidisciplinary (ICT for agriculture and education). She has actively written book chapters 

and published numerous papers in journals and conferences. She can be contacted at email: 

shafinah@upm.edu.my. 

 

   

 

Mohd Ilias M. Shuhud     is a Senior Lecturer at the Faculty of Science and 

Technology at Universiti Sains Islam Malaysia (USIM). Before joining academia in June 

2009, he worked in the banking industry for about nine years in various roles, including Senior 

System Engineer and Senior Analyst Programmer. Additionally, he gained almost four years 

of experience as a research associate at the Universität der Bundeswehr München, Germany. 

In 2020, he received his Ph.D. in Science and Technology from USIM. Currently, his research 

interests are in online reputation monitoring and digital transformation. He has published 

several research papers in journals and at conferences. He can be contacted at email: 

ilias@usim.edu.my. 

 

  

mailto:imaninarazak@gmail.com
mailto:shafinah@upm.edu.my
mailto:ilias@usim.edu.my
https://orcid.org/0000-0002-6008-7334
https://orcid.org/0000-0002-5705-9172
https://scholar.google.com/citations?user=nGDjEhwAAAAJ&hl=en&oi=ao
https://www.scopus.com/authid/detail.uri?authorId=57210801702
https://www.webofscience.com/wos/author/record/3884133
https://orcid.org/0000-0001-7731-0793
https://scholar.google.com/citations?user=a4gcLC8AAAAJ&hl=en&oi=ao
https://www.scopus.com/authid/detail.uri?authorId=56014227800


                ISSN: 2302-9285 

Bulletin of Electr Eng & Inf, Vol. 13, No. 6, December 2024: 4346-4354 

4354 

 

Muhammad Luqman Mahamad Zakaria     is a Senior Lecturer at the Faculty of 

Computer Science and Information Technology, Universiti Putra Malaysia, where he has been 

teaching since August 2022. He received his Ph.D. in Computer Science from Universiti Putra 

Malaysia in 2020. His research interests include software maintenance and software 

development, testing and maintenance in the field of software engineering. He has seven years 

of experience working as a software engineer in various domains, including banking, 

accounting, IoT, and logistics. He has published several research papers in journals and at 

conferences. He can be contacted at email: luqman_zakaria@upm.edu.my.  

  

 

Siti Munirah Mohd     is a Senior Lecturer at Kolej PERMATA Insan, Universiti 

Sains Islam Malaysia (USIM), since December 2017. She obtained her Ph.D. in 2017 from 

UKM. Her present areas of research include quantum information systems and ICT for 

education. She has actively written book chapters and published numerous papers in journals 

and conferences. She can be contacted at email: smunirahm@usim.edu.my. 

  

 

Amelia Natasya Abdul Wahab     is a Senior Lecturer at Universiti Kebangsaan 

Malaysia (UKM). She received her degree from UKM in 2000, her master’s degree from 

Loughborough University in 2002, and her Ph.D. in Industrial Computing from UKM in 2017. 

Her interests are information systems, lean manufacturing, supply chain, and IT in 

manufacturing. She has actively written book chapters and published numerous papers in 

journals and conferences. She can be contacted at email: anaw@ukm.edu.my. 

  
 

 

 

mailto:%20luqman_zakaria@upm.edu.my
mailto:smunirahm@usim.edu.my
mailto:anaw@ukm.edu.my
mailto:anaw@ukm.edu.my
mailto:anaw@ukm.edu.my
https://orcid.org/0000-0002-1633-2224
https://scholar.google.com/citations?hl=en&user=iGDMo84AAAAJ&view_op=list_works&sortby=pubdate
https://orcid.org/0000-0002-0153-6435
https://scholar.google.com/citations?user=RTTmdvIAAAAJ&hl=en&oi=ao
https://www.scopus.com/authid/detail.uri?authorId=36096091000
https://www.webofscience.com/wos/author/record/1633658
https://orcid.org/0000-0003-1573-2944
https://scholar.google.com/citations?user=4d6JMgQAAAAJ&hl=en&oi=ao
https://www.scopus.com/authid/detail.uri?authorId=55916398500
https://www.webofscience.com/wos/author/record/32290956

